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	Abstract:
[bookmark: Abstract]This contribution presents a case study aimed at providing meals safely and reliably to all students including the most vulnerable children in the public schools of the country. A biometric authentication equipment that allows fingerprint and face-recognition authentication in schools was set up, which not only help secure the nutritional balance of children, but improves the efficiency of a meal program.





1. [bookmark: Proposal]Introduction
This contributions presents an example in the field of Digital Government, which is one of the missions to provide public services in an efficient, secure and fair manner.
2. Background
In Chile, the National Board of School Aid and Scholarships (JUNAEB, Spanish acronym) is a public institution created in 1964 to pinpoint biopsychosocial vulnerabilities and ensure all children have access to the education system providing them any necessary resources to succeed in it. The organization manages various services including the administration of school meal programs, health programs, scholarships and student housing. Given the high obesity rates in the country it is an urgent task to encourage a proper nutritional intake to avoid the risk of suffering from ill health and diseases in adulthood. Against this backdrop, JUNAEB is aiming to promote the health of 1.6 million students attending 9,000 public schools throughout Chile, by appropriately distributing meals corresponding to the income of the family. One key problem was that JUNAEB did not know whether school meals are being properly distributed to each student at their public school.
3. Solution
There were three major challenges for JUNAEB to address. First of all, the safe but accurate identification of eligible beneficiaries is needed. Secondly, the efficiency of the meal program needs to be improved. To do this, it is important to monitor children in dining rooms more closely to improve understanding of daily demand predictions and inventory management, and nurture more intelligent, efficient food supplier operations. Thirdly, as many of the beneficiary schools are located in rural areas, those schools should also be covered in the program without exception.
The problem was studied in JUNAEB and it was proposed that the use of biometric identification would be optimal. NEC Chile then offered a solution to set up biometric authentication equipment that allows fingerprint and face recognition authentication at school. The solution would enable JUNAEB to accurately verify and validate eligible recipients, trace correct delivery of designated supplies, minimize waste, and monitor student nutritional intake. Furthermore, a central, cloud-based platform monitors and manages all installed equipment and generates reports for JUNAEB and food suppliers to help maximize the visibility of benefit distribution, the traceability of beneficiaries, the allocation of resources, and the individual nutritional value of its school meal provision.
Two kinds of biometric authentication equipment were installed[footnoteRef:2] to suit differing school sizes and meal distribution systems: 1) a fixed recipient verification terminal that issues a physical voucher for large schools with large numbers of recipients, and 2) a mobile solution for smaller schools and emergency backup. Students identify individuals by fingerprints or faces on the authentication terminal, data is verified, and the voucher is printed based on the collation result. Students can only receive meals in exchange for their vouchers. Schools in rural areas are also connected by the Internet, and the data of school meals distributed to the students (i.e. voucher issuance record) is sent from the authentication terminal to the central server.  [2: ____________________ In Chile, the School Meals Program is defined and managed by the Government through JUNAEB and licensed to a number of private contractors which have to apply the technical terms defined by the Government.] 

As security measure for the handling of biometric data, when transmitting/receiving data between the central server and the dedicated terminal installed in the premises, identification of the student is carried out only with an ID number (e.g. no names are sent or received etc.) to prevent leakage of personal information. This ensures the proper handling of sensitive information of underage minors. Besides this, legal tutors must authorize the children enrolment to JUNAEB. 
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Figure 1: Biometric authentication terminal (fixed)
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[bookmark: _GoBack]Figure 2: System in school unit
4. Results
With the integrated system using the biometric authentication, it is possible for the most vulnerable children in the country to receive meals ensuring their nutritional balance. Specifically, JUNAEB can reliably distribute proper meals to each student, realizing cost savings through effective food inventory management.
JUNAEB is now combining accumulated data on children entering dining rooms every day with available food types to improve its menus and deliver tastier, more attractive food options. JUNAEB's ultimate goal is to provide healthy nutrition to promote student growth during vital school years and early life stages.
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Figure 3: Children receiving meals through enrolment to JUNAEB
5. Conclusion
The above is a case study for realizing the school meal in public schools efficiently, securely and equitably to children by utilizing biometrics authentication and ICT. This can be said to be a good example of Digital Government in practice. Furthermore, since this case can contribute to SDG 3[footnoteRef:3], Target 3.D[footnoteRef:4], it is proposed that this case study is included in the Final Report of Question 1/2. [3: ____________________ Sustainable Development Goal 3: "Ensure healthy lives and promote well-being for all at all ages"; https://sustainabledevelopment.un.org/sdg3. ]  [4: ____________________ SDG 3, Target 3.D: “Strengthen the capacity of all countries, in particular developing countries, for early warning, risk reduction and management of national and global health risks” ; https://sustainabledevelopment.un.org/sdg3#targets.] 

_______________


	Contact:
	Name/Organization/Entity:
	[bookmark: OrgName]Mr Ataru Kobayashi, NEC Corporation, Japan

	
	Phone number:
	[bookmark: PhoneNo]+81 337 988 639

	
	[bookmark: Email]E-mail:
	a-kobayashi@df.jp.nec.com 



/tmp/mozilla_hk0/D18-SG02-C-0207!!MSW-E.docx		12.03.2019
image1.jpeg




image2.png




image3.png
Central Server

Image: System in a School Unit




image4.png




